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Running the Bitrix Virtual Appliance Amazon EC2 Edition

Preparing to install the Bitrix Virtual Appliance

e Signup/Login to the Amazon Web Services web page.

e Choose the Bitrix Virtual Appliance AMI-image from the list of available Cloud
Computing products.

e Choose one of the Amazon EC2, Amazon EBS, and/or Amazon S3 payment
options.

e Follow the installation instructions provided on the Amazon EC2 download
page.

e Use Amazon EC2 web service to configure security and network access. See
also Fine Tuning Tips tab for more detalils.

e Mount the Bitrix Virtual Appliance *.ami image.

e Choose whether you want to restore an existing project or install a new copy of
Bitrix24 software.

e Enjoy enhanced performance of Bitrix24 software in Amazon EC2!

Installing and using the Bitrix Virtual Appliance Amazon EC2 Edition

All information in Bitrix Virtual Appliance for Amazon EC2 is stored in the EBS disk
(10GB). This significantly increases data storage security and allows the creating of a
snapshot of the disk at any given moment to which a rollback can later be performed if
necessary.

In instances for which a local storage is available, it can be accessed through
/dev/sdb or /dev/sdc device connection. However, it's important to account for
the fact that when the virtual machine is stopped, the data there will be lost, so it
should be used only for information which is not critical.

If the given amount of space is not adequate, you can connect an additional
EBS disk of the size you need.

List of actual amis by region can be found here.

To launch «Bitrix Virtual Appliance EC2 Edition» click "Launch Instance". In the window
that opens, open the "Community AMIs" tab and indicate the ami of the appropriate
region in the filter.


https://www.bitrix24.com/self-hosted/installation.php#ami
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i Request Instances Wizard Cancel X
O

CHOOSE AN AMI

1 Choose an Amazon Machine Image (AMI) from one of the tabbed lists below by clicking its Select button.

| Quick Start || My AMIs |m

1 | Viewing: |All Images v | |aml-99579ef0| | [€ < 1totofiltems » 3|
AMIID Root Device Manifest Platform
| @) ami-99579ef0 | ebs 976700405660/BitrixVM3 { other Linux | setect i3

In the next step, choose the type of instance to launch. More detailed
information about types of instances can be found here.

e

i Request Instances Wizard Cancel |X
O
g crooseanAm INSTANCE DETAILS
3
_,‘ Provide the details for your instance(s). You may also decide whether you want to launch your instances as "on-demand" or "spot”
J instances.
Number of Instances: |1 Instance Type: |pjicro (11 micro, 613 MB) v
Type CPU Units CPU Cores Memory -
@ Launch In
Micro (t1.micro) Upto2 ECUs 1 Core 613 MB 3
EC2 Instances rms what are
commonly lard Large (ml.large) 4 ECUs 2 Cores 7.5GB
Launch Into: | gxtra Large (m1.xlarge) 8 ECUs 4 Cores 15 GB
| High-Memory Extra Large (m2.xlarge) 6.5 ECUs 2 Cores 17.1GB -
High-Memory Double Extra Large (m2.2xlarge) 13 ECUs 4 Cores 34.2GB
' Request S| High-Memory Quadruple Extra Large (m2.4xlarge) 26 ECUs 8 Cores 68.4 GB
High-CPU Extra Large (cl.xlarge) 20 ECUs 8 Cores 7 GB

Choose a key that has already been created or create a new one and download
it; it will be needed in later for connection to the instance.

Request Instances Wizard Cancel | x|

HOOSE AN AM NSTANCE DETAILS CREATE KEY PAIR
Public/private key pairs allow you to securely connect to your Instance after it launches. To create a key pair, enter @ name and click

Create & Download your Key Pair. You will then be prompted to save the private key to your computer. Note, you only need to
generate a key pair once - not each time you want to deploy an Amazon EC2 instance.

O Choose from your existing Key Pairs

© Create a new Key Pair

1. Enter a name for your key palr:* || {e.g., jdoekey)

2. Click to create your key pair:* 5
ﬂ Create & Download your Key Palr

(&% Save this file in a place you will

" remember. You can use this key pair to
launch other instances in the future or visit
the Key Pairs page to create or manage
existing ones.



http://aws.amazon.com/ec2/

Configure the «Security Group» to allow external access to the instance.

n |l Amsns L amasan Il Amazon. ILawa
Request Instances Wizard
CHOOSE AN AM INSTANCE DETAILS CREATE KEY PAIR
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CONFIGURE FIREWALL

Cancel | x|

Security groups determine whether a network port is open or blocked on your instances. You may use an existing security group, or we
can help you create a new security group to allow access to your instances using the suggested ports below. Add additional ports now or
update your security group anytime using the Security Groups page.

@ Create a new Security Group

O Choose one or more of your existing Security Groups

Inbound Rules ]
Create a | custom TCP rule v | TCP —
new rule:

Port (Service) Source Actlon
Port range: |
80 (HTTP) 0.0.0.0/0 Delete
(e.q., BO or 49152-65535)
443 (HTTPS) 0.0.0.0/0 Delete
Source: |o,o.o_o/o t {
(e.q., 192.168.2.0/24, sg-47ad482e, or 22 (SsH) 0.0.0.0/0 Delete | |.
1233502830/dE1a01) 25 (SMTP) 0.0.0.0/0 Delete
I iP AddRule| | 5327 0.0.0.0/0 Delete I
5223 0.0.0.0/0 Delete
) -

< Back

-—

After the instance is launched, you can connect to it. Detailed instructions for
connection are available in the context menu.

(@ Launch Instance || Instance Actions | ~ |

H:um:|NJ Instances ¥ || All Instance Types v |Sea|th
Name * Instance AMI ID Root Device Type Status Security Gr
J empty | @S a2 ebs timicro = () terminatec default bitri
:!I empf},r a |_— ami-99579=f0 ebs 4 pniers | (0 pnnins | BRitrisd AAD bitri:
Instance Management
[:? Connect
Get System Log

Create Image (EBS AMI)
Add/Edit Tags
Change Security Groups
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